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1 Project Scope

1.1 Identification of system being developed

1.1.1 Title:  Medic Alert Software System
1.1.2 abbreviations(s)

	MAP
	Medic Alert Passport

	MASS
	Medic Alert Software System


1.1.3 version number(s)

Version numbers will follow a scheme similar to that used for the Linux kernel in open system development.  The version number will follow this pattern; major.minor.patch numbering scheme.  The major release number indicates significant architectural changes.  Stable releases will be even minor numbers, and development versions will have odd numbers.  The last number is the patch number and denotes incremental changes in development.

	1.0.0
	Medical alert passport initial version


1.1.4 release number(s)

	0
	Medic alert passport prototype release

	1
	Medic alert passport final release


1.2 System overview

1.2.1 purpose of the system

The medic alert software system will expand on the key ideas of the Medic Alert bracelet.  It will use a passport to store sensitive patient information, such as patient allergies, medication, medical history, and emergency contact information.  This information will serve to help protect the patient from over medication, allergic reaction, and drug complications due to care giver oversight.  The Medic Alert Software System will also help to reduce liability, and enhance patient care in the medical system.  Each patient participating in the system will carry a Medic Alert Passport.  It will be responsible for securely storing sensitive patient information, and resisting malicious attacks.  The passport will facilitate hospital check in procedures and prescription renewals by eliminating the need for multiple sources of ID and paper prescriptions.
1.2.2 general description of system

Once a Medic Alert Passport has been initialized, it will uniquely identify a patient and the patients medical information as shown in table 1.  As the patient is prescribed medication, receives treatments, or discovers allergies, the Medic Alert Passport will be updated with the most current information.  No information should be added to the passport without the patients consent.  At any time the patient should be able to block any information the he or she deems necessary.  The passport should restrict information access to only authorized entities.  For example, the hospital billing department should have no access to any past medical information about the patient (i.e. AIDS, genetic disorders… ). 
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Table 1 Access and zone owner description table
1.2.3 past history

In the past (present), medical personal have paid large sums of money for malpractice insurance, in order to protect themselves from lawsuits.  Most malpractice lawsuits are caused by simple oversight on the part of the caregiver.  Examples include: medication overdoses, allergic reactions to medication…  In attempt to reduce the magnitude of this type of problem, the medical community started the Medic Alert Bracelet.  A patient with a strong allergy wears the bracelet, in attempt to alert emergency medical personal of his/her condition, in situations where he/she may be unable to communicate.  The MAP expands the storage capabilities of the medic alert bracelet to include medication and past medical history, in attempt to afford the patient some additional protection and convenience.
1.2.4 Project stakeholders 
· Management

· Legal

· Users

· Pharmacy

· Patients

· Hospital

· Doctors

· Billing

· ER

· Insurance

· Professor Kuhl

1.2.5 current and planned operating sites

· Current

· None

· Planned

· Hospital

· Pharmacy

· Passport Holders Home PC

· Family Practitioner (Passport Issued Here)

2 Referenced Documents

2.1 list of all relevant documents referenced in this plan

https://medicalertpassport.sourceforge.net/
http://sourceforge.net/docman/?group_id=1
http://cvsbook.red-bean.com/
Initial Requirements

2.2 Project Objectives

The objective of this project is to expand upon the basic idea of the Medic Alert Bracelet to provide additional information about the patients Past Medical History, Current Medication and other relevant information.  The revised bracelet will be referred to as the Medic Alert Passport.  It should provide additional protection to the passport holder as well as any medical personal that may assist the holder.  See Table 1.
2.3 Major functional requirements

The following is an initial set of functional requirements.  

1. The owners should be able to restrict access to the information as they see fit.

2. Patients should be able to review all information stored on the card.

3. The patients physician or an attending medical personnel will have the ability to add, delete, and modify information in ‘the medical’ record (with patient consent).

4. Hospital billing and insurance entities will be able to add, delete, and modify billing related information.  

5. It should be prohibitively expensive for unauthorized personal to access sensitive information stored in the MAP.

2.4 Major nonfunctional requirements (constraints)

The following is an initial set of nonfunctional requirements.  

1. The system should be cost-effective, and robust.

2. The MAP should enhance the patients’ hospital experience and not inconvenience them in any way. 

3. It should have a very easy learning curve for those with little experience in technology.

4. Access should not be restricted to those with technology enabled households.

5. The MAP should be small, and convenient to carry.

6.  The MAP should be durable enough to withstand day to day activity, for an extended period of time, when placed in a patients wallet or purse.  

2.5 Other known project requirements/constraints

2.5.1 • Standards
The project should conform to any related technical standards in place.  It should not attempt to create them, as this may be economically infeasible.

2.5.2 • Relationship to other activities

The MAP should not hinder the owner’s day-to-day activities; it should enhance and protect them.

3 Development Plan

3.1 Team structure and management

After an extensive interviewing process, individual strengths and weakness were found for each of the group members.  Management responsibilities were assigned to Ryan Abel, due to his work history.  The project will be stored at SourceForge.net.  This will provide a CVS system and a central location for posting relevant information.  The three remaining team members are Jim Bodmer, Li Li, and Raghunath Poreddy.  

3.2 Development process

3.2.1 Lifecycle model

Due to the group’s inexperience with this type of project and its dependence on technology, a rapid prototyping model will be employed.  Prior to the development of this document all unknown aspects of technology and development environments were thoroughly tested in a disposable prototype.  Once technology related risk exposure is mitigated to within reasonable limits, an architectural design based upon initial requirements will be performed.  An evolutionary model will be employed to refine the implementation of the architecture and design.  At each iterative stage of development, the project plan, requirements, architecture and design documents will be adjusted as needed to reflect lessons learned and incorporated in the evolutionary product.  During the last third of the development cycle, a user manual may be developed and delivered with the final version of the product, time permitting.  When the product enters the final stage of development it will be thoroughly tested in accordance with a prefabricated test plan.  The test plan should be developed along side the application, since possible application weaknesses will be encountered during the development process.  

3.2.2 Lifecycle model current status

The Medic Alert Passport system is currently in the initial planning stages.

3.2.3 Documentation plan

The following documents are planned for development preceding or concurrent to the development of Medic Alert Passport.  

· The project plan

· Requirements

· Architecture and Design

· Test plan

· User manual

3.2.4 Configuration management plan

SourceForge.net services will be employed in order to aid in the collaboration between MASS group members.  SourceForge provides excellent configuration management, and version control systems to the developers on a project.  The project home page contains links to all relevant documentation and a copy of the most recent source code.  This will provide project visibility to the stakeholders of the project.  Documentation for SourceForge.net services can be found at the following location:
http://sourceforge.net/docman/?group_id=1
3.2.5 Known tools and technologies to be used-e.g. CASE environment, CM tools.

The group will be using pre-canned tools on SourceForge.net  

http://cvsbook.red-bean.com/
Initial Cost and Resource Estimates

3.3 Estimation techniques

Our group will use the WAG (Wild Ass Guess) technique.

3.4 Cost and schedule estimates

Our group will use the WAG (Wild Ass Guess) technique.

3.5 Important milestones and deliverables

Important milestones and deliverables will be set by one of the stakeholders, Jon Kuhl.

Project Risks

3.6 Identified risks / Estimated Exposure
Group Dynamics

· Personality conflicts (20% risk, 4.0 impact)
· Lack of member experience (70% risk, 1.5 impact)
· Narrow group expertise (30% risk, 2.5 impact)
· Member sickness (15% risk, 2.0 impact)
· Meeting schedules (20% risk, 3.0 impact)
Development Platforms

· Hardware conflicts (10% risk, 2.5 impact)
· OS conflicts (30% risk, 2.5 impact)
· Software tools (25% risk, 2.0 impact)
Technology

· Heavy technology dependence (25% risk, 8.0 impact)

Lack of information resources (40% risk, 6.0 impact)
Schedule (development process, deadlines, deliverable) (60% risk, 1.5 impact)
File sharing / CVS (35% risk, 3.5 impact)
3.6.1 Description

The MASS seems to have a strong technology bias.  Therefore it is important that the group members have a good understanding of the related technology, since educational timeframes can interfere with initial product deadlines.  If a group has little experience in the technology and a narrow technological background it may be difficult for them to have a good group dynamic (bounce ideas off one another).  As with any project, strong personality conflicts can hurt the overall group dynamic and productivity.  Since the deadline of this project is concrete and resources are limited, individual illness can have great impact on deadlines.  If there are frequent scheduling conflicts with group meetings, it can hurt overall communication and productivity.
All projects are dependent on development resources.  This project has limited development tools, and will be impacted greatly by malfunctioning development platforms.

Due to the large technology dependence and the potential of inexperienced developers, information resources are important. It will be difficult to educate group members without a good supply of technical documents and resources.  Developers often learn best by example, and work best under a wealth of information.

Since the group members have no prior experience working with one another it will take some time for them to develop a good group dynamic.  This will greatly impact their ability to accurately predict overall project workload and determine an accurate schedule.  As the project progresses this should become much easier and predictions will become more accurate. 
Since most of the group development will be done in distributed locations, it is important to facilitate file and information sharing through the use of a centralized code versioning system.  Important technical documents and a FAQ should also be place in a central location.

3.7 Risk Management

3.7.1 Risk aversion options

Technology

Subject team members to a one week crash course in related technologies and its development tools, followed by a brief rapid prototyping session which will attempt to prove basic architectural concepts and verify proper functionality of the development environment and tool sets.  This was concluded on 9/12/02.
Consider alternate technology paths, always have at least one alternate technology path as a backup.

File sharing / CVS


Since CVS systems often have a difficult learning curve, it is important that there be an alternate, efficient means to share files and information.  A web site will be constructed where files can be manually checked and modified by all individual members of the group.  This same page will be used as a central location for posting information.

Schedule

Have all project deadlines contain a demo, to minimize the apparent impact of completely missing a deadline.

Lack of Information

All members of the group will be assigned info gathering homework’s, two weeks prior to any work related to that technology is needed.  At the meeting this information will be compiled together and placed in a central repository in order to facility group learning


Development Hardware and Tools


If a hardware or OS conflict is encountered, the group will partition the project in a way to minimize the impact of the missing development platform, and when necessary individuals will share development platforms.  A backup development tool will be sought out for all tools which are not fully qualified.

Group Dynamics

If personality conflicts arise, the project will be partitioned in a way to minimize the impact on the group.  In order to minimize the impact of individual sickness a small amount of flexibility will be incorporated into the project timeline.  To help minimize the impact of meeting conflicts, the group will create a central information post, and will exhibit good e-mail communication.
3.7.2 Risk monitoring procedures

As the group proceeds with the risk aversion techniques, each member will keep a daily log of difficulties encountered.  During our daily meetings (for risk management) the group will discuss and learn from each others experiences.  If an insurmountable obstacle is encountered the group will modify the proposal around the problem.

